![](data:image/png;base64,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)

GovRAMP

{Insert CompanY Name}

Security Procedures

Risk Assessment (RA)

**Version:**

{N.N}

**Date:**

{Insert Modified Date}

# Document Revision History

|  |  |  |  |
| --- | --- | --- | --- |
| **Date** | **Version** | **Description** | **Author** |
|  |  |  |  |
|  |  |  |  |
|  |  |  |  |

Any item that needs to be updated within this document can be found with { } around each item and in (RED) Font. [Delete this for final product submission]

Table of Contents[Document Revision History 1](#_Toc196480652)

[Table of Contents 2](#_Toc196480653)

[1 Introduction 4](#_Toc196480654)

[2 Purpose 4](#_Toc196480655)

[3 Scope 4](#_Toc196480656)

[4 Roles and Responsibilities 4](#_Toc196480657)

[5 Management Commitment 5](#_Toc196480658)

[6 Authority 6](#_Toc196480659)

[7 Compliance 6](#_Toc196480660)

[8 Procedural Requirements [RA-1] 7](#_Toc196480661)

[8.1 Risk Assessments [RA-3, RA-3 (1)] 7](#_Toc196480662)

[8.2 Vulnerability Scanning [RA-5, RA-5 (2), RA-5 (3), RA-5 (5), RA-5 (11)] 8](#_Toc196480663)

[8.3 Risk Response [RA-7] 10](#_Toc196480664)

[8.4 Criticality Analysis [RA-9] 10](#_Toc196480665)

# Introduction

{Insert Company Name} has developed corporate procedures that identify the security requirements for its information systems and personnel in order to ensure the integrity, confidentiality, and availability of its information. These procedures are set forth by {Insert Company Name}’s management and in compliance with the Risk Assessment family of controls found in National Institute of Standards and Technology (NIST) Special Publication (SP) 800-53, Revision 5.

# Purpose

The purpose of these procedures is to establish processes for conducting risk assessments on {Insert Company Name}'s systems to identify, evaluate, and manage risks that may impact the security, confidentiality, integrity, and availability of organizational data. These procedures ensure compliance with applicable state and federal laws, Executive Orders, directives, regulations, standards, and guidance.

# Scope

The provisions of these procedures pertain to all {Insert Company Name} employees, contractors, third parties, and others who have access to company and customer confidential information within {Insert Company Name} systems and facilities.

# Roles and Responsibilities

These procedures apply to all {Insert Company Name} employees, contractors, business partners, third parties, and others who need or have access to {Insert Company Name}’s systems and our customer's confidential information. {Insert Company Personnel below and delete this for final product}

| **Individual or Group** | **Role** | **Responsibility** |
| --- | --- | --- |
|  | CEO | Highest-level official with overall responsibility to develop, implement, and maintain accountability, active support, oversight, and management commitment for information security objectives. |
|  | President | Responsible for developing, implementing, maintaining, and ensuring compliance with information security policies, procedures, and controls. Has final responsibility for information security program. |
|  | Information Owner | Has statutory, management, or operational authority for {Insert Company Name} information. Responsible for developing, implementing, and maintaining policies and procedures governing information generation, collection, processing, dissemination, and disposal. |
|  | Authorizing Official | Responsible for operating information system at an acceptable level of risk to organizational operations and assets. |
|  | Authorizing Official Designated Representative | Acts on behalf of Authorizing Official to coordinate and conduct day-to-day activities associated with security authorization process. |
|  | Chief Information Security Officer | Responsible for conducting information system security engineering activities.  Responsible for providing for appropriate security, to include management, operational, and technical controls. |
|  | Information Security Manager | Responsible for conducting information system security engineering activities.  Responsible for providing for appropriate security, to include management, operational, and technical controls. |
|  | Information Technology Director | Responsible for the procurement, development, integration, modification, operation, maintenance, and disposal of an information system. |
|  | Information System Security Officer | Responsible for ensuring that the appropriate operational security posture is maintained for an information system, responsible for ensuring coordination among groups is managed and maintained for these policies/procedures. |
| System Admin Team | System Administrator | Responsible for conducting information system security Administration activities. |
| Varies | Managers | Responsible for understanding, enforcing, and complying with control requirements defined in Policies and Procedures. |
| Varies | Users | Responsible for understanding and complying with Policies and Procedures. |

# Management Commitment

{Insert Company Name} and its management are fully committed to protecting the confidentiality and integrity of corporate proprietary and production systems, facilities, and data as well as the availability of services in the {Insert Company Name} Information System by implementing adequate security controls.

# Authority

These policies and procedures are issued under the authority of the {Insert Company Name} Information Owner. The following applicable laws, directives, policies, regulations, and standards were used as part of the development for this policy. These include, but are not limited to:

1. E-Government Act of 2002
2. Federal Information Security Modernization Act of 2014 (FISMA)
3. The Privacy Act of 1974
4. Clinger-Cohen Act of 1996
5. OMB Circulars and Memoranda
6. Federal Information Processing Standards (FIPS)
7. NIST Special Publications
8. OMB Memorandum for Chief Information Officers and Chief Acquisition Officers: Ensuring New Acquisitions Include Common Security Configurations, June 2007
9. OMB Memorandum for Agency CIOs: Security Authorization of Information Systems in Cloud Computing Environments, December 2011

# Compliance

Compliance with these procedures is mandatory. It is {Insert Company Name}’s policy that production systems meet or exceed the requirements outlined in this document. The Information Owner will periodically assess compliance with these procedures by using an independent audit performed by an external vendor and/or internal self-assessments to identify areas of non-compliance. Any findings identified in the audit will be remediated in accordance with the auditing team’s recommendations.

# Procedural Requirements [RA-1]

The following risk assessment requirements, mechanisms, and provisions are to be followed by all employees, management, contractors, and other users who access and support the {Insert Company Name} information systems.

Security Categorization [RA-2]

{Insert Company Name} categorizes information and information systems in accordance to applicable Federal and State laws, Executive Orders, directives, policies, regulations, standards, guidance, and NIST Special Publications. [RA-2 (a)] Impact levels are determined for each information type based on the security objectives (confidentiality, integrity, availability). The confidentiality, integrity, and availability impact levels define the security sensitivity category of each information type.

Security categorization results and the supporting rationale are documented in the *Security Assessment Plan* [RA-2 (b)] and subsequent report and the {Insert Information Security Team Name} will review and approve the security categorization decision. [RA-2 (c)]

# Risk Assessments [RA-3, RA-3 (1)]

The {Insert Information Security Team Name} is responsible for identifying assets that support the business and rating each asset as Low, Medium, or High impact. Risk assessments includes: [RA-3 (a)]

* Identifying threats to and vulnerabilities in the system [RA-3 (a) (1)]
* Determining the likelihood and magnitude of harm from the unauthorized access, use, disclosure, disruption, modification, or destruction of the system, the information it processes, stores, or transmits and any related information [RA-3 (a) (2)]
* Determining the likelihood and impact of adverse effects on individuals arising from the processing of personally identifiable information [RA-3 (a) (3)]

After the Risk Assessment is complete, the {Insert Information Security Team Name}:

* Integrates risk assessment results and risk management decisions from the organization mission or business process perspectives with system-level risk assessment. [RA-3 (b)]
* Documents risk assessment results in a security assessment report [RA-3 (c)]
* Reviews the risk assessment results at least annually [RA-3 (d)]
* Disseminates the risk assessment report to the Information Owner, {Insert Information Security Team Name} Manager, and Authorizing Official (AO) [RA-3 (e)]
* Updates the risk assessment at least annually or when there are significant changes to the system, its environment of operation, or other conditions that may impact the security and privacy state of the system. [RA-3 (f)]

The {Insert Information Security Team Name} is also responsible for identifying natural and man-made threats and assigning a ranking of Low, Medium, or High impact and likelihood.

The {Insert Information Security Team Name} is responsible for documenting the results of the risk assessment in the GovRAMP Risk Assessment Report and reviewing the risk assessment results every three (3) years or when there are significant changes to the operating environment occur. Risk assessment results are disseminated to designated program Information System Security Officer or upon request. The {Insert Information Security Team Name} will:

* Review risk assessment results in relation to current Plan of Action and Milestones (POA&M) progression
* Identify findings that are no longer applicable
* Call out points of interest for the next risk assessment and define progress metrics

{Insert Company Name} must assess supply chain risks associated with the {Insert Product Name} Information System, system components and system services by utilizing the Cybersecurity Supply Chain Risk Management (SCRM) Plan. [RA-3 (1) (a)] The supply chain risk assessment must be updated at least annually, when there are significant changes to the relevant supply chain, when there are significant changes to the system, when there are significant changes to environments of operation, or other conditions that may necessitate a change in the supply chain. [RA-3 (1) (b)]

# Vulnerability Scanning [RA-5, RA-5 (2), RA-5 (3), RA-5 (5), RA-5 (11)]

NOTE: Scanning must be accomplished using a Security Content Automation Protocol (SCAP) tool validated by the National Institute of Standards and Technology (NIST), The list of validated tools can be found at <https://csrc.nist.gov/Projects/scap-validation-program/Validated-Products-and-Modules>.

{Insert Company Name} employs SCAP Commercial-off-the-Shelf (COTS) vulnerability scanning tools ({Insert list of SCAP approved tools utilized}) that include the capability to readily update the list of vulnerabilities scannedto scan the information systems.

A formal schedule for conducting vulnerability scans at least monthly, or after new vulnerabilities potentially affecting the system are identified and reported, has been developed and implemented for operating systems, infrastructure, web applications, and databases. [RA-5 (a)] These scans are performed by the {Insert Information Security Team Name} and include all information system components (including new components) and applications within the system authorization boundary.

An accredited independent assessor must scan {Insert Company Name}’s operating systems, infrastructure, web applications, and databases annually. Vulnerability scanning tools and techniques are employed by the {Insert Information Security Team Name} to promote interoperability features among tools and automate parts of the vulnerability management process. [RA-5 (b)]

The {Insert Information Security Team Name} is responsible for defining standards for:

* Enumerating platforms, software flaws, and improper configurations [RA-5 (b) (1)]
* Formatting checklists and test procedures [RA-5 (b) (2)]
* Measuring vulnerability impact using {Insert Vulnerability Scanning Tool Name} severity levels mapped to GovRAMP standard vulnerability levels (Low, Moderate, High) [RA-5 (b) (3)]

The {Insert Information Security Team Name} ensures the scan software updates the list of information system vulnerabilities prior to a new scan and all vulnerabilities identified in a risk assessment are analyzed, documented, and addressed based on accepted risk practices. Any false positive findings are tracked and documented by the {Insert Information Security Team Name} with the supporting rationale. All remaining legitimate findings are added to the {Insert Product Name} POA&M spreadsheet. [RA-5 (c)]

Vulnerabilities will be remediated based on {Insert Vulnerability Scanning Tool Name} severity level. Remediation of identified risks is performed within: [RA-5 (d)]

* Thirty (30) days for High-Risk vulnerabilities
* Ninety (90) days for Moderate-Risk vulnerabilities
* One Hundred and Eighty (180) Days for Low-Risk vulnerabilities

NOTE: If a vulnerability is listed among the CISA Known Exploited Vulnerability (KEV) Catalog ([https://www.cisa.gov/known-exploited vulnerabilities-catalog](https://www.cisa.gov/known-exploited%20vulnerabilities-catalog)) the KEV remediation date should supersede the GovRAMP parameter requirement.

The results of the vulnerability scans are communicated to the {Insert Company Name} Technology Team and the Authorizing Official. The {Insert Information Security Team Name} shall: [RA-5 (e)]

* Review scan results for official internal distribution
* Ensure results are available only to relevant personnel

{Insert Company Name} uses vulnerability scanning tools that include the capability to readily update the list of information system vulnerabilities scanned. [RA-5 (f)] All vulnerability scanning tools and techniques employed by the {Insert Information Security Team Name} cover all components that are defined within the boundary of the information system and produce details needed regarding each component scanned and the vulnerabilities that each component was checked against. [RA-5 (3)] {Insert Vulnerability Scanning Tool Name} vulnerability libraries are updated as new vulnerabilities are identified. {Insert Vulnerability Scanning Tool Name} automatically updates the list of information system vulnerabilities multiple times per day. [RA-5 (2)] The {Insert Product Name} Information System will allow controlled privileged access authorization to operating systems, infrastructure, databases, and web applications for specific service accounts solely for vulnerability scanning activities to facilitate more thorough scanning. [RA-5 (5)]

The public can disclose discovered vulnerabilities regarding the {Insert Product Name} Information System to {Insert Company Name} via the publicly available {Insert Product Name} Web Application support portal. [RA-5 (11)]

{Insert Vulnerability Scanning Tool Name} will be used to analyze and perform trend analysis every thirty (30) days on the vulnerabilities scans that are conducted. All critical and high findings merit a historic review of all audit logs to determine if the vulnerability has been previously exploited.

# Risk Response [RA-7]

{Insert Company Name} addresses the need to determine an appropriate response to risk before generating a Plan of Action and Milestones (POA&M) entry. For example, the response may be to accept risk or reject risk, or it may be possible to mitigate the risk immediately so that a POA&M entry is not needed. However, if the risk response is to mitigate the risk, and the mitigation cannot be completed immediately, a POA&M entry is generated to track the mitigation of the entry.

# Criticality Analysis [RA-9]

{Insert Company Name} performs criticality analysis when an architecture or design is developed, modified, or upgraded. If such analysis is performed early in the system development life cycle, {Insert Company Name} may be able to modify the system design to reduce the critical nature of these components and functions, such as by adding redundancy or alternate paths into the system design. Criticality analysis can also influence the protection measures required by development contractors. In addition to criticality analysis for systems, system components, and system services, criticality analysis of information is an important consideration. Such analysis is conducted as part of security categorization in RA-2.